**ПАМЯТКА ДЛЯ ОБУЧАЮЩИХСЯ ОБ ИНФОРМАЦИОННОЙ БЕЗОПАСНОСТИ**  
**НЕЛЬЗЯ!**  
  
Всем подряд сообщать свою частную информацию (настоящие имя, фамилию, телефон, адрес, номер школы, а также фотографии свои, своей семьи и друзей).  
Открывать вложенные файлы электронной почты, когда не знаешь отправителя.  
Грубить, придираться, оказывать давление — вести себя невежливо и агрессивно.  
Не распоряжайся деньгами твоей семьи без разрешения старших – всегда спрашивай родителей.  
Не встречайся с Интернет- знакомыми в реальной жизни - посоветуйся со взрослым, которому доверяешь.  
  
**ОСТОРОЖНО!**  
  
Не все пишут правду. Читаешь о себе неправду в Интернете — сообщи об этом своим родителям или опекунам.  
Приглашают переписываться, играть, обмениваться – проверь, нет ли подвоха.  
Незаконное копирование файлов в Интернете - воровство.  
Всегда рассказывай взрослым о проблемах в сети – они всегда помогут.  
Используй настройки безопасности и приватности, чтобы не потерять свои аккаунты в соцсетях и других порталах.  
  
**МОЖНО**  
  
Уважай других пользователей.  
Пользуешься Интернет-источником – делай ссылку на него.  
Открывай только те ссылки, в которых уверен.  
Общаться за помощью взрослым – родители, опекуны и администрация сайтов всегда помогут.  
  
**Персональные данные**  
  
Сегодня реальность во многом заменяется виртуальным миром. Мы знакомимся, общаемся и играем в Интернете; у нас есть друзья, с которыми в настоящей жизни мы никогда не встречались, но доверяемся таким людям больше, чем близким. Мы создаем своего виртуального (информационного) прототипа на страничках в социальных сетях, выкладывая информацию о себе.  
  
Используя электронное пространство, мы полагаем, что это безопасно, потому что мы делимся всего лишь информацией о себе и к нашей обычной жизни вроде бы это не относится.  
  
Но на самом деле границы между абстрактной категорией «информация» и реальным человеком носителем этой информации стираются.  
  
Информация о человеке, его персональные данные сегодня превратились в дорогой товар, который используется по-разному: кто-то использует эти данные для того, чтобы при помощи рекламы продать вам какую-то вещь; кому-то вы просто не нравитесь, и в Интернете вас могут пытаться оскорбить, очернить, выставить вас в дурном свете, создать плохую репутацию и сделать изгоем в обществе; с помощью ваших персональных данных мошенники, воры, могут украсть ваши деньги, шантажировать вас и заставлять совершать какие-то действия; и многое другое.  
  
Поэтому защита личной информации может приравниваться к защите реальной личности. И важно в первую очередь научиться правильно, безопасно обращаться со своими [персональными данными](http://xn--80aalcbc2bocdadlpp9nfk.xn--d1acj3b/personalnye_dannye/).   
  
[Видеоролик о защите детских персональных данных](http://xn--80aalcbc2bocdadlpp9nfk.xn--d1acj3b/multimedia/videorolik_o_zawite_detskih_personalnyh_dannyh1/)  
  
**Авторское право**  
  
Современные школьники - активные пользователи цифрового пространства. Однако далеко не все знают, что пользование многими возможностями цифрового мира требует соблюдения прав на интеллектуальную собственность.  
  
Термин «интеллектуальная собственность» относится к различным творениям человеческого ума, начиная с новых изобретений и знаков, обозначающих собственность на продукты и услуги , и заканчивая книгами, фотографиями, кинофильмами и музыкальными произведениями.  
  
Авторские права - это права на интеллектуальную собственность на произведения науки, литературы и искусства. Авторские права выступают в качестве гарантии того, что интеллектуальный/творческий труд автора не будет напрасным, даст ему справедливые возможности заработать на результатах своего труда, получить известность и признание. Никто без разрешения автора не может воспроизводить его произведение, распространять, публично демонстрировать, продавать, импортировать, пускать в прокат, публично исполнять, показывать/исполнять в эфире или размещать в Интернете.  
  
Использование «пиратского» программного обеспечения может привести к многим рискам: от потери данных к твоим аккаунтам до блокировки твоего устройства, где установленный не легальная программа. Не стоит также забывать, что существует легальные и бесплатные программы, которые можно найти в сети.